Cave à vins (Partie 12)

# TP01 du module 06 – Sécurité

|  |
| --- |
| Ce TP sera un TP fil rouge du cours   * Ajout de Spring Security * Classe de configuration * Manipulation au travers de Postman |

|  |
| --- |
| **Durée estimée** |
| 1 heure |

Contexte

En vous appuyant sur l’ensemble des concepts abordés dans le cours, mettez en place une application Spring Boot permettant la gestion d’une cave à vins.

L’application de cave à vin sera une application d’API Web sécurisée à la fin des itérations :

* Elle permet de gérer le stock des bouteilles de vins par le propriétaire qui est un administrateur de l’application
* Elle permet de gérer l’achat en ligne des bouteilles par un client
  + Les bouteilles de vin peuvent avoir 3 couleurs : Rouge, Blanc ou Rosé
  + Les bouteilles de vin sont associées aux régions françaises
* Un client et un propriétaire doivent s’authentifier
* Un visiteur est un client qui n’a pas de compte
* Il pourra uniquement consulter le stock

Dans les itérations nous réaliserons uniquement le back de l’application.

Cette application se fera avec Spring Boot.

Dans les itérations de ce module, nous allons sécuriser notre API Web.

* Si vous n’aviez pas fini le TP du module 04. Vous trouverez les classes solutions dans un zip des ressources.
* Pensez à vérifier la configuration de Spring Boot dans build.gradle. Il faut ajouter toutes les librairies et starters du module 04

Enoncé

# Réalisation :

Les niveaux 1 sont obligatoires,

Les niveaux 2 sont plus poussés et optionnels

# Niveau 1 : Dépendances Spring Boot :

* Dans build.gradle ; ajouter le starter de sécurité

# Niveau 1 : Gestion des utilisateurs et leurs rôles :

Nous avons déjà une hiérarchie d’entités Utilisateur, Proprio et Client. L’entité Utilisateur représente les données d’un utilisateur à connecter :

* Un pseudo
* Un mot de passe

Il manque cependant la notion de rôle. Actuellement cette notion est portée par les classes d’héritages : Proprio et Client

* Pour manipuler facilement la sécurité et la notion de rôles.
* Nous allons ajouter une colonne à la table « cav\_user » pour gérer les rôles « authority »
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## Mise à jour de l’entité Utilisateur

* Mettre à jour l’entité Utilisateur pour correspondre à cette table

## Mise à jour de la base de données

Il faut supprimer nos données et nos tables. Pour avoir une infrastructure correcte et des données existantes

2 scripts vous sont fournis : drop\_table.sql et insert\_cave\_a\_vin.sql

* Exécuter le script drop\_table.sql
* Lancer votre application pour qu’elle crée l’ensemble des tables
* Exécuter le script insert\_cave\_a\_vin.sql
  + Il insère des données dans chaque table

Vous avez maintenant un ensemble de données en base.

Remarque dans le script :

* Le mot de passe est sur 68 caractères pour préciser l’algorithme de chiffrement au début de la chaîne {bcrypt}
* Les rôles sont préfixés par ROLE\_ pour suivre la configuration de Spring Security

# Niveau 1 : Configuration de sécurité

* Création de la classe de configuration
  + Création d’une méthode userDetailsManager
    - Elle prend en paramètre la DataSource
    - Elle retourne UserDetailsManager
    - Elle permet de créer les 2 requêtes, pour récupérer
      * L’identifiant, le mot de passe et l’activation d’un utilisateur
      * La liste des rôles de l’utilisateur

## Exécution dans Postman

Pour le moment, il faudra se connecter par défaut pour accéder à toutes URLs de l’application web services

# Niveau 2 : Accès limités des URLS selon les rôles

Pour la sécurité, nous voulons limiter l’accès aux ressources selon les rôles

## Contexte :

* Dans les ressources, vous avez 3 classes de fournies
  + PanierService et PanierServiceImpl 🡪 BLL pour gérer les Panier
  + PanierController 🡪 contrôleur REST pour Panier
* Copier les dans votre projet pour avoir plus de contraintes sur les URLs à gérer

## Limiter l’accès selon les rôles :

* Un client et un propriétaire doivent s’authentifier
  + Un client et un propriétaire peuvent
    - Consulter le stock des bouteilles 🡪 rechercher toutes les bouteilles
    - Rechercher un panier par son identifiant
    - Rechercher les paniers non payés d’un client
    - Rechercher les commandes d’un client (panier commandé et payé)
  + Un Client peut
    - Ajouter et mettre à jour un panier
    - Passer une commande (valider un panier et le payer)
  + Le propriétaire peut
    - Ajouter des bouteilles, des régions ou des couleurs
    - Modifier la quantité des bouteilles
    - Il peut consulter les régions et couleurs
* Un visiteur est un client qui n’a pas de compte
  + Il pourra uniquement consulter le stock des bouteilles 🡪 rechercher toutes les bouteilles
* Interdire tout autre URL

Modifier la classe de configuration de sécurité pour prendre en considération ces contraintes de rôles.